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Chapter 20 review

This chapter is divided into 3 parts: System Monitor, Performance Logs / Alerts and Event Viewer. Network Monitor tool has a very limited purpose since it can only monitor data traveling between only one selected computer and the rest of the network.

System monitor could be easily accessed by typing perfmon at Run command from Start button or accessed from Administrative tools snap-ins choices. Performance Monitor is a graphical display tool under the System Monitor. It allows getting simple visual view of desired parameters and even their minimum, maximum or average values of selected computer system ratios.

In order to observe behavior of desired parameters we need to select (add) object, instance or counters. Object is any W2K component that possesses measurable properties. Instance shows number of objects occurrences in the system. Counter represents measurable characteristics of object in different measurements: percentage, time, bytes, integer quantity, numbers and various combinations of all. To see them we simply need to click on + (or add) button and choose desired object, preferred performance counters and all or selected instances of object occurrences where applicable. To clarify counters meaning – use explain button as help.

Since there are so many parameters to choose from, author recommends selecting only essential ones for your task, which could be for example:

· Disk subsystem;

· Network card and software;

· CPU;

· Memory resources.

The biggest performance drain on W2K system is memory and author recommends monitoring all parts of it – system cache, entire RAM and virtual (disk) memory. Recommended counters to watch for overall CPU climate: processor’s % time and interrupts/sec. Recommended counters for monitoring disks performance:  % disk time and current disk queue length. For monitoring networks we need to deal with questions like “How busy is our network?” and “How busy is server?” as well as many more that result from analyzing current setup and activity. Recommended counters for these: server’s bytes/sec, number of sessions, files open, pool non-paged failures and  network interface bytes/sec. 

We should keep in mind that utilization of Remote Monitor feature will consume extra resources plus will increase network traffic and  may produce skewed results.

W2K Server allows saving charts with all desired and selected parameters (counters)  for future reference or even create dynamic html formatted  chart with running Performance Monitor to see streaming updates.

Logging performance data in W2K deals with three types of logs: counter, trace and alert. Counter logs record hardware usage and system service activity. Trace logs are event-driven , for example when Input/Output of disk occurred. Alert logs are most complicated and may include counting or observing certain criteria to generate report , trigger certain application to start or send message about taken place activity. To access this feature we need to click on Logs and Alerts button on Performance Monitor screen and determine desired parameters under General, Log Files and Schedule tabs selections.

In order to trace log for observed object we need to right click  object  to access its recorded  properties: General, Log files, Schedule and Advanced (controls buffer zone).

Alert Log’s property sheet includes General, Action and Schedule tabs. Most of features in W2K Server were created by Microsoft engineers to be intuitive or self-explanatory, that makes it easy to operate. But we need to be careful in  selecting and scheduling only essential record able logs for easier management, preserving systems resources and reducing impact on server’s performance. W2K Server allows saving logs in different formats such as  txt, html and Excel’s worksheet xls types for users convenience.

Event Viewer  logging allows to record, retrieve, store ,edit and alert administrator about certain conditions on the server. Event Viewer consists of 6 types of logs:

· Application;

· Security;

· System;

· Directory Service;

· DNS Server;

· File Replication System.

To enable remote monitoring of any computer under controlled domain we need to right click on Event Viewer folder and select (or type in) desired host name. To read any log event we need to simply double click on it and see recorded descriptions that are classified by 5 categories. It’s important to manage and archive all log content according to company’s policy. By accessing property sheet we could specify logs size, choose overwrite options (after reaching maximum size, after certain number of days or exclude from deleting), filter information by date, user, computer, event ID, category, event’s source, type, warning, error, audits success or failure. Event Logs are saved with extension .evt (as a reference to Event viewer) for future analysis.

After obtaining all necessary information we could start optimizing (tuning) servers processing power.  We need to open Control Panel, select System folder and edit Performance settings : virtual memory size, paging file, registry size. We could optimize system cache by selecting from these options:

Minimize memory used; balance; maximize data throughput for file sharing; maximize data throughput for network applications. Decision must be made according to server’s main purpose and size of the serviced network in your company.

Another ways to tune networks performance are:

· Simplify protocols (for example TCP/IP over IPX and NetBEUI);

· Segment the networks (for example use subnet masks and split by departments);

· Raise server priority (by default file servers priority is lower then printer servers);

· Ensure continues auto-tuning of server (begins with every start of server);

· Obtain most current certified drivers (Control panel(System( Hardware tab( Device Manager(double click device to access its properties(click update driver button).
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